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Executive summary/Ringkasan eksekutif

This Personal Data Protection Global Policy (“Policy”) supports and builds upon provisions
within the PT Asianet Media Teknologi (“the Company”) Code of Conduct (“the Code”)
regarding respecting and protecting personal information, in accordance with local law and
professional standards. Covered within the Code and this Policy is our obligation to comply
with the applicable data protection legislation.

Kebijakan Perlindungan Data Pribadi Global (“Kebijakan”) ini ditujukan untuk mendukung
dan memperkuat ketentuan dalam Kode Etik (“Kode”) PT Asianet Media Teknologi
(“Perusahaan”) terkait penghormatan dan perlindungan informasi pribadi, sesuai dengan
hukum setempat dan standar profesional. Termasuk dalam Kode dan Kebijakan ini adalah
kewajiban kami untuk mematuhi peraturan perundang-undangan perlindungan data yang
berlaku.

The obligations set out in this Policy must be understood in the context of the provisions of
the Code that states that we comply with laws, regulations and standards that apply to us
in our professional conduct. Accordingly, to the extent any applicable law, regulation or
standard is either more restrictive than, or imposes duties beyond this Policy, the local law,
regulation, or standard shall govern.

Kewajiban yang ditetapkan dalam Kebijakan ini harus dipahami dalam konteks ketentuan
Kode yang menyatakan bahwa kami mematuhi hukum, peraturan, dan standar yang berlaku
bagi kami dalam pelaksanaan profesional. Oleh karena itu, sejauh mana hukum, peraturan,
atau standar yang berlaku lebih ketat dari, atau memberlakukan kewajiban di luar
Kebijakan ini, maka hukum, peraturan, atau standar lokal yang akan berlaku

PT Asianet Media Teknologi is committed to using and safeguarding the privacy of Personal
Data of its employee, customers and vendors respectively in compliance with the
requirements of applicable data protection laws including but not limited to Law Number
27 of 2022 regarding Personal Data Protection, Law Number 11 of 2008 regarding Information
and Electronic Transaction, as amended from time to time, and other related prevailing
laws and regulation (“Applicable Law”). The Policy should be read in conjunction
with any other policies and such terms and conditions as may be prescribed by the
Company from time to time, as well as any agreements entered into by the Company with
its employees, customers and vendors, respectively (if any).

PT Asianet Media Teknologi berkomitmen untuk menggunakan dan menjaga privasi Data
Pribadi karyawan, pelanggan, dan vendor sesuai dengan persyaratan undang-undang
perlindungan data yang berlaku, termasuk namun tidak terbatas pada Undang-Undang
Nomor 27 Tahun 2022 tentang Pelindungan Data Pribadi, Undang-Undang Nomor 11 Tahun
2008 tentang Informasi dan Transaksi Elektronik, sebagaimana telah diubah dari waktu ke
waktu, serta undang-undang dan peraturan terkait lainnya yang berlaku ("Hukum yang
Berlaku”). Kebijakan ini harus dibaca bersamaan dengan kebijakan lainnya dan syarat dan
ketentuan yang mungkin ditetapkan oleh Perusahaan dari waktu ke waktu, serta perjanjian
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apa pun yang dibuat oleh Perusahaan dengan karyawan, pelanggan, dan vendor masing-
masing (apabila ada)

Application/Penerapan

This Policy applies to all PT Asianet Media Teknologi Personnel, Customer and Vendors,
and relates to the Processing of personal data of current, past, on roll, off roll, and
prospective PT Asianet Media Teknologi Personnel, clients, suppliers, sub-contractors and
any other third parties wherever it is processed as part of the business activities of PT
Asianet Media Teknologi.

Kebijakan ini berlaku untuk semua Personil, Pelanggan, dan Vendor PT Asianet Media
Teknologi serta berkaitan dengan Pemrosesan data pribadi personil PT Asianet Media
Teknologi saat ini, mantan, on-roll, off-roll, dan calon personil, klien, pemasok, sub-
kontraktor, dan pihak ketiga lainnya di mana pun data tersebut diproses sebagai bagian
dari kegiatan bisnis PT Asianet Media Teknologi.

PT Asianet Media Teknologi may make changes to this Policy from time to time for any
reason. Company will publish those changes on our website. If at any point we decide to use
personal information in a manner materially different from that stated at the time it was
collected, we will notify you by email or via a prominent notice on our website, and where
necessary we will seek your prior consent.

PT Asianet Media Teknologi dapat membuat perubahan pada Kebijakan ini dari waktu ke
waktu untuk alasan apa pun. Perusahaan akan mempublikasikan perubahan tersebut di situs
web kami. Jika pada suatu saat kami memutuskan untuk menggunakan informasi pribadi
dengan cara yang secara material berbeda dari yang dinyatakan pada saat pengumpulan,
kami akan memberi tahu Anda melalui email atau melalui pemberitahuan yang mencolok
di situs web kami, dan jika diperlukan, kami akan meminta persetujuan Anda terlebih
dahulu.

Definitions/Definisi

For purposes of this Policy:

e “PT Asianet Media Teknologi Personnel” means Company’s partners, principals,
executive directors, directors, employees, new hires, individual contractors, and
temporary staff.

“Personil PT Asianet Media Teknologi” yang dimaksud adalahi mitra, prinsipal,
direktur eksekutif, direktur, karyawan, karyawan baru, kontraktor individu, dan staf
sementara Perusahaan.

e “Personal Data” is all information and expressions of opinions that is direct and
indirectly that relates to a natural person, who is identified or identifiable from that
information information or expressions of opinions, including but without limitation,
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information and expressions of opinions in respect of physical or mental health, racial
or ethnic origin, religious or similar beliefs, in respect of criminal or civil proceedings,
personal details which you have submitted to the Company, and any information and/or
expressions of opinions which may identify you that has been or may be collected,
stored, used and Processed by the Company or the Company’s stakeholders,
subsidiaries, affiliates, related corporations, and other third parties that the Company
is associated with from time to time, and any other information which may identify you
which you have provided to the Company and/or are incidental from such Personal’
"Data Pribadi” mencakup semua informasi dan ekspresi opini, baik secara langsung
maupun tidak langsung, yang terkait dengan seseorang yang dapat diidentifikasi dari
informasi atau opini tersebut, termasuk namun tidak terbatas pada informasi dan
ekspresi opini terkait kesehatan fisik atau mental, asal ras atau etnis, keyakinan agama
atau keyakinan serupa, terkait dengan proses kriminal atau sipil, detail pribadi yang
telah Anda kirimkan kepada Perusahaan, serta informasi dan/atau ekspresi opini
lainnya yang dapat mengidentifikasi Anda yang telah atau mungkin dikumpulkan,
disimpan, digunakan, dan diproses oleh Perusahaan atau para pemangku kepentingan,
anak perusahaan, afiliasi, perusahaan terkait, serta pihak ketiga lainnya yang terkait
dengan Perusahaan dari waktu ke waktu, dan informasi lainnya yang dapat
mengidentifikasi Anda yang telah Anda berikan kepada Perusahaan dan/atau yang
muncul dari Data Pribadi tersebut

“Processing” of Personal Data means any operation which is performed on Personal
Data as described in Applicable law, whether or not by automated means, such as
collection, usage, recording, retention, disclosure , storage, access, alteration,
transmission, porting, retrieval, or deletion of Personal Data

“Pemrosesan” Data Pribadi adalah setiap operasi yang dilakukan pada Data Pribadi
sebagaimana dijelaskan dalam hukum yang berlaku, baik dengan cara otomatis maupun
tidak, seperti pengumpulan, penggunaan, pencatatan, penyimpanan, pengungkapan,
akses, perubahan, transmisi, pengangkutan, pengambilan, atau penghapusan Data
Pribadi

“Sensitive Personal Data” means, ‘sensitive personal information or data’ means
passwords, financial information, physical, physiological, or mental health conditions,
sexual orientation, medical records and history, genetical data, children’s data, and
biometric information 2.

“Data Pribadi Sensitif” adalahi informasi atau data pribadi sensitif, seperti kata
sandi, informasi keuangan, kondisi fisik, fisiologis, atau kesehatan mental, orientasi
seksual, catatan medis dan riwayat kesehatan, data genetik, data anak-anak, dan
informasi biometrik.

! Information Technology (Reasonable Security Practices and Procedures and Sensitive Personal Data or Information) Rules,

2011

2 Information Technology (Reasonable Security Practices and Procedures and Sensitive Personal Data or Information) Rules,

2011
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“Personal data breach” means a breach of security leading to the accidental or
unlawful destruction, loss, alteration, unauthorized disclosure of, or access to, Personal
Data.
"Pelanggaran Data Pribadi” adalah pelanggaran keamanan yang menyebabkan
penghancuran, kehilangan, perubahan, pengungkapan yang tidak sah, atau akses
terhadap Data Pribadi secara tidak sengaja atau melanggar hukum
“Pseudonymization” means the Processing of Personal Data in such a manner that the
Personal Data can no longer be attributed to a specific individual without the use of
additional information, provided that such additional information is kept separately and
is subject to measures so that the Personal Data are not attributed to an identified or
identifiable natural person.
“Pseudonimisasi” adalah Pemrosesan Data Pribadi sedemikian rupa sehingga Data
Pribadi tersebut tidak lagi dapat dihubungkan dengan individu tertentu tanpa
penggunaan informasi tambahan, asalkan informasi tambahan tersebut disimpan
secara terpisah dan tunduk pada langkah-langkah yang memastikan bahwa Data Pribadi
tidak dihubungkan dengan orang yang diidentifikasi atau dapat diidentifikasi.
“Privacy and Confidentiality Impact Assessment” means a process to describe, assess
the necessity and proportionality of, and help assess and address risks to the rights and
freedoms of natural persons resulting from the Processing of Personal Data.
"Penilaian Dampak Privasi dan Kerahasiaan" adalah proses untuk menjelaskan,
menilai kebutuhan dan proporsionalitas, serta membantu menilai dan mengatasi risiko
terhadap hak dan kebebasan individu yang timbul dari Pemrosesan Data Pribadi.
“Binding Corporate Rules” or “BCR policies” The BCR policies contain rules relating
to the international transfer of Personal Data within the PT Asianet Media Teknologi
network and have been approved by authorities, authorizing transfers of Personal Data
within the PT Asianet Media Teknologi network
"Aturan Perusahaan yang Mengikat” atau "Kebijakan BCR" adalah aturan terkait
transfer internasional Data Pribadi dalam jaringan PT Asianet Media Teknologi dan
telah disetujui oleh otoritas yang berwenang, yang mengizinkan transfer Data Pribadi
dalam jaringan PT Asianet Media Teknologi.

Purpose of processing/Tujuan Pemrosesan

PT Asianet Media Teknologi may use and Process your data for purposes related to the
services we render to, the transactions we carry out with, and/or the business functions we
perform towards you, which shall include, without limitation: communicating with you
and/or such other persons as may be required for the purposes connected thereto;
contacting the persons you have provided Personal Data of, such as emergency contacts;

verification and identification; general administrative and record-keeping; conducting

investigations; providing information to regulatory and governmental authorities for
compliance with statutory and government requirements; for compliance with the law and
such other purposes that is required or permitted by any law, regulations, guidelines, and/or
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circulars; legal proceedings or anticipated legal proceedings; establishing, exercising or
defending the Company’s rights; complying with health and safety legislation; to protect
the vital interests (e.g. life, death, health and/or security) of another person; and/or for
the purposes of disaster recovery.

PT Asianet Media Teknologi dapat menggunakan dan memproses data Anda untuk tujuan
vang terkait dengan layanan yang kami berikan, transaksi yang kami lakukan, dan/atau
fungsi bisnis yang kami lakukan terhadap Anda, yang mencakup namun tidak terbatas pada:
berkomunikasi dengan Anda dan/atau pihak lain yang diperlukan untuk tujuan terkait;
menghubungi orang yang Anda berikan Data Pribadi, seperti kontak darurat; verifikasi dan
identifikasi; administrasi umum dan pencatatan; melakukan investigasi; memberikan
informasi kepada otoritas pengawas dan pemerintah untuk mematuhi persyaratan hukum
dan pemerintah; mematuhi undang-undang dan tujuan lainnya yang diwajibkan atau
diizinkan oleh undang-undang, peraturan, pedoman, dan/atau surat edaran; proses hukum
atau proses hukum yang diantisipasi; menetapkan, menggunakan, atau membela hak-hak
Perusahaan; mematuhi undang-undang kesehatan dan keselamatan; melindungi
kepentingan vital (misalnya kehidupan, kematian, kesehatan, dan/atau keamanan) orang
lain; dan/atau untuk tujuan pemulihan bencana.

PT Asianet Media Teknologi will ask for your consent before Processing your Personal Data
for purposes other than those that are set out in this Policy, Applicable Law, and the terms
of your contracts with the Company. If you do not consent to the Company Processing your
Personal Data, please notify the Company.

PT Asianet Media Teknologi akan meminta persetujuan Anda sebelum memproses Data
Pribadi Anda untuk tujuan selain yang diatur dalam Kebijakan ini, Hukum yang Berlaku,
dan ketentuan dalam kontrak Anda dengan Perusahaan. Jika Anda tidak memberikan
persetujuan kepada Perusahaan untuk memproses Data Pribadi Anda, harap beritahu
Perusahaan.

PT Asianet Media Teknologi professionals’ responsibilities for personal data protection:

General Principles/Prinsip umum

When Processing Personal Data, PT Asianet Media Teknologi Personnel must work within

the following principles:

Saat memproses Data Pribadi, Personil PT Asianet Media Teknologi harus bekerja sesuai

dengan prinsip-prinsip berikut :

e Only process Personal Data lawfully, fairly and in a transparent manner.
Mengumpulkan Data Pribadi untuk tujuan yang spesifik, eksplisit, dan sah.

e Collect Personal Data for specified, explicit and legitimate purposes.
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Mengumpulkan Data Pribadi untuk tujuan yang spesifik, eksplisit, dan sah

e Not process Personal Data in a manner that is incompatible with those purposes.

Tidak memproses Data Pribadi dengan cara yang tidak sesuai dengan tujuan tersebut

e Personal Data shall be adequate, relevant, and limited to what is necessary in relation
to the purposes for which they are processed (data minimization).

Data Pribadi harus memadai, relevan, dan terbatas pada apa yang diperlukan
sehubungan dengan tujuan pemrosesan (minimalisasi data).

e Keep Personal Data accurate and, where necessary, up to date.

Menjaga Data Pribadi agar akurat dan, jika diperlukan, diperbarui.

e Keep Personal Data only in a form which permits identification of an individual for as
long as is necessary for the purposes for which the Personal Data are Processed; and
Menyimpan Data Pribadi hanya dalam bentuk yang memungkinkan identifikasi individu
selama diperlukan untuk tujuan pemrosesan Data Pribadi tersebut.

e Process Personal Data in a secure manner (protected against unauthorized or unlawful
Processing and against loss, destruction, or damage).

Memproses Data Pribadi dengan cara yang aman (dilindungi dari pemrosesan yang tidak
sah atau melanggar hukum serta dari kehilangan, penghancuran, atau kerusakan).

e PT Asianet Media Teknologi Personnel must also comply with the requirements
contained in PT Asianet Media Teknologi ’s policies such as those referred to in Section
above.

Personil PT Asianet Media Teknologi juga harus mematuhi persyaratan yang terdapat
dalam kebijakan PT Asianet Media Teknologi, seperti yang disebutkan pada Bagian
di atas.

Sensitive personal data / Data Pribadi sensitif
Sensitive personal data should be processed with additional care.
Data pribadi sensitif harus diproses dengan perhatian tambahan.

PT Asianet Media Teknologi Personnel must avoid the Processing of Sensitive Personal Data
where it is not required for the purposes for which the data is collected (or subsequently
processed) and limit access to appropriate persons (by either masking or making the
Personal Data anonymous or pseudonymous, where appropriate).

Personil PT Asianet Media Teknologi harus menghindari pemrosesan Data Pribadi Sensitif
jika tidak diperlukan untuk tujuan pengumpulan data tersebut (atau pemrosesan
selanjutnya) dan membatasi akses hanya kepada pihak yang berwenang (dengan cara
menyamarkan atau membuat Data Pribadi menjadi anonim atau pseudonim, jika
diperlukan).

Honouring individual’s rights/Menghormati hak-hak individu
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When PT Asianet Media Teknologi’s Personnel receives a request from an individual who
would like to be informed about whether PT Asianet Media Teknologi is Processing the
individual’s Personal Data, the local or Regional data protection team should be informed.
The same applies to requests to provide access to, correct, delete, port (i.e., transfer to a
new service provider), or restrict the Processing of Personal Data. The data protection team
should advise about the appropriate steps to handle the request.

Ketika Personel PT Asianet Media Teknologi menerima permintaan dari seseorang yang
ingin mengetahui apakah PT Asianet Media Teknologi sedang memproses Data Pribadinya,
tim perlindungan data lokal atau Regional harus diberitahu. Hal yang sama berlaku untuk
permintaan untuk memberikan akses, memperbaiki, menghapus, memindahkan (misalnya,
mentransfer ke penyedia layanan baru), atau membatasi Pemrosesan Data Pribadi. Tim
perlindungan data harus memberikan saran mengenai langkah-langkah yang tepat untuk
menangani permintaan tersebut.

If PT Asianet Media Teknologi’s Personnel would like to obtain confirmation as to whether
or not, and what, Personal Data is processed by the Company about them, they should
contact their local/Regional Talent representative, local/Regional data protection team or
the data protection team via email: helpdesk@asianet.co.id

Jika Personel PT Asianet Media Teknologi ingin memperoleh konfirmasi mengenai apakah
Data Pribadi mereka diproses oleh Perusahaan, dan jika ya, data apa yang diproses, mereka
harus menghubungi perwakilan Talent lokal/Regional, tim perlindungan data
lokal/Regional, atau tim perlindungan data melalui email: helpdesk@asianet.co.id.

Collection, Storage, and Management of Personal Data/Pengumpulan, penyimpanan,
dan pengelolaan Data Pribadi

PT Asianet Media Teknologi collects and processes the Personal Data you provide through
electronic mail or when you provide the Company physical documents containing the data.
Personal Data that the Company collects throughout your engagement and through your
business with the Company may be recorded and stored in digital or electronic format and
physical copies. Digital and electronic copies of your Personal Data are stored in our servers,
while physical copies are stored in secured cabinets within the offices of our operations
department and/or relevant department. Access to information is limited to our operations
and relevant department personnel and other authorized officers of the Company, to the
extent that they require your Personal Data for the purposes indicated.

PT Asianet Media Teknologi mengumpulkan dan memproses Data Pribadi yang Anda
berikan melalui surat elektronik atau ketika Anda memberikan dokumen fisik yang berisi
data tersebut kepada Perusahaan. Data Pribadi yang dikumpulkan oleh Perusahaan selama
keterlibatan Anda dan dalam kegiatan bisnis dengan Perusahaan dapat dicatat dan disimpan
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dalam format digital atau elektronik serta salinan fisik. Salinan digital dan elektronik Data
Pribadi Anda disimpan di server kami, sementara salinan fisik disimpan dalam lemari yang
aman di kantor departemen operasional dan/atau departemen terkait. Akses ke informasi
dibatasi hanya untuk personel departemen operasional, departemen terkait, dan pejabat
lain yang berwenang di Perusahaan, sejauh mereka memerlukan Data Pribadi Anda untuk
tujuan yang telah ditentukan.

PT Asianet Media Teknologi may organize or consolidate your Personal Data to allow the
Company to use the data for the purposes. The Company can also retrieve any of your stored
data for the same purposes, as well as to update, modify or correct your data upon your
request.

PT Asianet Media Teknologi dapat mengorganisir atau mengkonsolidasikan Data Pribadi
Anda untuk memungkinkan Perusahaan menggunakan data tersebut untuk tujuan yang telah
ditentukan. Perusahaan juga dapat mengambil data Anda yang telah disimpan untuk tujuan
vang sama, serta untuk memperbarui, memodifikasi, atau mengoreksi data Anda atas
permintaan Anda.

Transfer of Personal Data, Disclosure to Third Parties, and International Data
Transfers/Transfer Data Pribadi, Pengungkapan kepada Pihak Ketiga, dan Transfer
Data Internasional

PT Asianet Media Teknologi may transfer, store, use, or process your Personal Data in
various jurisdictions, including Indonesia, Singapore, India, Thailand, the United Arab
Emirates (“UAE”), the United Kingdom, and the United States. By signing and providing a
signed copy of the consent form, you consent to such transfers of your Personal Data across
borders for the purposes outlined in this Policy.

PT Asianet Media Teknologi dapat mentransfer, menyimpan, menggunakan, atau
memproses Data Pribadi Anda di berbagai yurisdiksi, termasuk Indonesia, Singapura, India,
Thailand, Uni Emirat Arab ("UAE"), Inggris, dan Amerika Serikat. Dengan menandatangani
dan memberikan salinan formulir persetujuan vyang telah ditandatangani, Anda
memberikan persetujuan atas transfer lintas batas Data Pribadi Anda untuk tujuan yang
diuraikan dalam Kebijakan ini.

In the course of business operations, PT Asianet Media Teknologi may also engage other
companies, service providers, or individuals to perform functions on behalf of the Company.
These functions may include, but are not limited to, business partners, industry
associations, sponsors, professional advisers, and individuals performing the Company’s
functions. Consequently, your Personal Data may be shared with or disclosed to these third
parties in accordance with the purposes set out in this Policy and as authorized by law or
yourself.
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Dalam menjalankan operasional bisnis, PT Asianet Media Teknologi juga dapat melibatkan
perusahaan lain, penyedia layanan, atau individu untuk menjalankan fungsi atas nama
Perusahaan. Fungsi-fungsi ini dapat mencakup, namun tidak terbatas pada, mitra bisnis,
asosiasi industri, sponsor, penasihat profesional, dan individu yang menjalankan fungsi
Perusahaan. Akibatnya, Data Pribadi Anda dapat dibagikan atau diungkapkan kepada pihak
ketiga ini sesuai dengan tujuan yang ditetapkan dalam Kebijakan ini dan sebagaimana
diizinkan oleh hukum atau oleh Anda sendiri.

PT Asianet Media Teknologi may also provide access to or disclose your Personal Data to
regulatory and governmental authorities in order to comply with statutory and governmental
requirements, as well as pursuant to court orders or directives from authorities with
jurisdiction over the Company.

PT Asianet Media Teknologi juga dapat memberikan akses atau mengungkapkan Data
Pribadi Anda kepada otoritas pengawas dan pemerintah untuk mematuhi persyaratan
hukum dan pemerintah, serta berdasarkan perintah pengadilan atau arahan dari otoritas
yang memiliki yurisdiksi atas Perusahaan.

When transferring Personal Data to Data Controllers or Data Processors outside the
jurisdiction of the Republic of Indonesia, PT Asianet Media Teknologi will ensure that the
receiving country provides a level of Personal Data Protection equivalent to or higher than
what is stipulated in applicable laws and regulations. If the required level of protection is
not met, PT Asianet Media Teknologi guarantees that appropriate safeguards, such as
contractual clauses and data protection agreements, will be implemented to secure your
Personal Data during cross-border transfers in full compliance with applicable legal
regulations.

Saat mentransfer Data Pribadi kepada Pengendali Data atau Pemroses Data di luar yurisdiksi
Republik Indonesia, PT Asianet Media Teknologi akan memastikan bahwa negara penerima
menyediakan tingkat Pelindungan Data Pribadi yang setara atau lebih tinggi dari yang
ditetapkan dalam undang-undang dan peraturan yang berlaku. Jika tingkat pelindungan
vang dibutuhkan tidak terpenuhi, PT Asianet Media Teknologi menjamin bahwa
pengamanan yang sesuai, seperti klausul kontrak dan perjanjian perlindungan data, akan
diterapkan untuk melindungi Data Pribadi Anda selama transfer lintas batas, sesuai dengan
peraturan hukum yang berlaku.

This Policy only applies to the Processing of Personal Data by PT Asianet Media Teknologi
and does not cover the privacy policies or practices of any third parties or third-party
websites, even if such third parties are related to the Company.

Kebijakan ini hanya berlaku untuk Pemrosesan Data Pribadi oleh PT Asianet Media
Teknologi dan tidak mencakup kebijakan atau praktik privasi pihak ketiga atau situs web
pihak ketiga, meskipun pihak ketiga tersebut terkait dengan Perusahaan.
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Data Breaches/Pelanggaran data

PT Asianet Media Teknologi's personnel should act promptly (as soon as possible but in no
more than 12 hours) when an actual or suspected Personal Data breach becomes known.
Prompt action includes notifying the engagement partner and the relevant data protection
team. PT Asianet Media Teknologi Personnel should work with the data protection team
and follow their guidance.

Personil PT Asianet Media Teknologi harus bertindak segera (secepat mungkin namun
tidak lebih dari 12 jam) ketika pelanggaran Data Pribadi yang nyata atau dicurigai menjadi
diketahui. Tindakan segera termasuk memberi tahu mitra penanggung jawab dan tim
perlindungan data yang relevan. Personil PT Asianet Media Teknologi harus bekerja sama
dengan tim perlindungan data dan mengikuti panduan mereka.

The data protection team will communicate with relevant parties to collect relevant
information, gain an accurate picture of the Personal Data breach, identify any regulatory
or contractual requirements, and assist with any appropriate notifications to clients,
regulators, or others.

Tim perlindungan data akan berkomunikasi dengan pihak-pihak terkait untuk
mengumpulkan informasi vyang relevan, mendapatkan gambaran akurat tentang
pelanggaran Data Pribadi, mengidentifikasi persyaratan regulasi atau kontrak, dan
membantu dengan pemberitahuan yang sesuai kepada klien, regulator, atau pihak lain.

Direct Marketing/Pemasaran langsung

Where Personal Data is processed for the purposes of direct marketing, PT Asianet Media
Teknologi Personnel must respect any request made by an individual to cease using his or
her Personal Data for this purpose. The Company’s Personnel must honour opt-out requests.

Jika Data Pribadi diproses untuk tujuan pemasaran langsung, Personil PT Asianet Media
Teknologi harus menghormati setiap permintaan dari individu untuk menghentikan
penggunaan Data Pribadi mereka untuk tujuan ini. Personil Perusahaan harus memenuhi
permintaan opt-out.

Automated Decision-Making/Pengambilan keputusan otomatis

Individuals have the right not to be subject to a decision made solely as a result of
automated Processing (meaning Processing without human intervention) if such decision has
legal implications or meaningfully affects him or her (such as the automatic refusal of an
application or e-recruiting practices). PT Asianet Media Teknologi Personnel should make
sure that any decision that meaningfully affects an individual shall not be based solely on
the automated Processing of that individual's Personal Data (including profiling), unless such
decision is: (i) necessary for entering into, or performance of, a contract between the
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individual and PT Asianet Media Teknologi or (ii) authorized by law; or (iii) based on the
individual's explicit consent.

Individu memiliki hak untuk tidak tunduk pada keputusan yang dibuat semata-mata sebagai
hasil dari Pemrosesan otomatis (artinya Pemrosesan tanpa intervensi manusia) jika
keputusan tersebut memiliki implikasi hukum atau secara signifikan mempengaruhi dirinya
(seperti penolakan otomatis terhadap aplikasi atau praktik e-rekrutmen). Personil PT
Asianet Media Teknologi harus memastikan bahwa setiap keputusan yang secara signifikan
mempengaruhi individu tidak didasarkan semata-mata pada Pemrosesan otomatis Data
Pribadi individu tersebut (termasuk pemrofilan), kecuali keputusan tersebut: (i) diperlukan
untuk memasuki atau melaksanakan kontrak antara individu dan PT Asianet Media
Teknologi; atau (ii) diizinkan oleh hukum; atau (iii) didasarkan pada persetujuan eksplisit
individu tersebut.

If the decision is necessary for entering into (or the performance of) a contract, or where
the individual has given consent, suitable measures must be implemented to safeguard the
rights of the individual by providing the individual with the right to obtain human
intervention on the part of PT Asianet Media Teknologi express his/her point of view and
to contest the decision.

Jika keputusan tersebut diperlukan untuk memasuki (atau melaksanakan) kontrak, atau
jika individu telah memberikan persetujuan, langkah-langkah yang sesuai harus diterapkan
untuk melindungi hak individu dengan memberikan individu hak untuk memperoleh
intervensi manusia dari pihak PT Asianet Media Teknologi, menyampaikan pandangannya,
dan menentang keputusan tersebut.

Legal Rights/Hak hukum

The employee, customers and vendors shall immediately inform PT Asianet Media
Teknologi of any changes to the Personal Data which you have provided to the Company to
such extent necessary in order to enable the Company to remain in compliance with
Applicable Law. The Company will use reasonable efforts but shall not be obligated to
procure updates from you on a regular periodic basis.

Karyawan, pelanggan, dan vendor harus segera memberitahu PT Asianet Media Teknologi
tentang setiap perubahan Data Pribadi yang telah Anda berikan kepada Perusahaan sejauh
vang diperlukan agar Perusahaan dapat tetap mematuhi Hukum yang Berlaku. Perusahaan
akan berupaya secara wajar namun tidak berkewajiban untuk secara berkala mendapatkan
pembaruan dari Anda.

PT Asianet Media Teknologi has established adequate and appropriate security measures
to protect the personal data provided to the Company. These security measures are
regularly reviewed to protect against unauthorized access, disclosure, and improper use of
your Personal Data, and to maintain the accuracy and integrity of the Personal Data. The
Company will adapt and implement the necessary changes for security measures to ensure
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the continuous security of your Personal Data. However, no method of storing or
transmitting Personal Data is completely secure. As a result, although the Company has
adequate security measures and strives to protect your Personal Data, the Company cannot
guarantee absolute security of any information you provide to the Company.

PT Asianet Media Teknologi telah menetapkan langkah-langkah keamanan yang memadai
dan tepat untuk melindungi data pribadi yang diberikan kepada Perusahaan. Langkah-
langkah keamanan ini ditinjau secara berkala untuk melindungi dari akses tidak sah,
pengungkapan, dan penggunaan yang tidak semestinya dari Data Pribadi Anda, serta untuk
menjaga keakuratan dan integritas Data Pribadi. Perusahaan akan menyesuaikan dan
menerapkan perubahan yang diperlukan pada langkah-langkah keamanan guna memastikan
keamanan vyang berkelanjutan atas Data Pribadi Anda. Namun, tidak ada metode
penyimpanan atau transmisi Data Pribadi yang sepenuhnya aman. Akibatnya, meskipun
Perusahaan memiliki langkah-langkah keamanan yang memadai dan berupaya melindungi
Data Pribadi Anda, Perusahaan tidak dapat menjamin keamanan mutlak atas informasi apa
pun yang Anda berikan kepada Perusahaan.

PT Asianet Media Teknologi also cannot guarantee absolute protection from unauthorized
access or processing of Personal Data. For the avoidance of doubt, you agree that the
Company shall not be liable for any costs, damages, fines, losses, liabilities and/or penalties
that you and/or third parties (including but not limited to an individual or competent
authority) have incurred or suffered as a result, whether directly or indirectly, from the
breach of any terms, conditions, representations, warranties, and/or obligations detailed in
this Policy by yourself and/or by anyone acting on your behalf, instructions, and/or of such
confirmation.

PT Asianet Media Teknologi juga tidak dapat menjamin perlindungan mutlak dari akses
atau pemrosesan Data Pribadi yang tidak sah. Untuk menghindari keraguan, Anda setuju
bahwa Perusahaan tidak bertanggung jawab atas biaya, kerugian, denda, kerugian,
kewajiban, dan/atau penalti yang Anda dan/atau pihak ketiga (termasuk namun tidak
terbatas pada individu atau otoritas yang berwenang) alami atau derita, baik secara
langsung maupun tidak langsung, akibat pelanggaran ketentuan, persyaratan, pernyataan,
jaminan, dan/atau kewajiban yang dijelaskan dalam Kebijakan ini oleh Anda sendiri
dan/atau oleh siapa pun yang bertindak atas nama Anda, instruksi, dan/atau konfirmasi
tersebut.

The employee, customers and Vendorsfurther agree to indemnify and hold the Company
harmless against any actions, claims and/or demands brought against the Company by any
third parties (including but not limited to an individual or competent authority) and any
costs, damages, fines, losses, liabilities and/or penalties (including but not limited to legal
costs) which the Company may incur or suffer, as a result, whether directly or indirectly,
from the breach of any terms, conditions, representations, warranties, and/or obligations
detailed in this Policy by yourself and/or by anyone acting on your behalf, instructions,
particularly where the Company was provided with false, incomplete or inaccurate Personal
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Data, failure to update the Company of any changes to Personal Data, and/or the necessary
consent and authorization was not obtained or maintained from relevant third parties.

Karyawan, pelanggan, dan vendor juga setuju untuk membebaskan dan melindungi
Perusahaan dari setiap tindakan, klaim, dan/atau tuntutan yang diajukan terhadap
Perusahaan oleh pihak ketiga mana pun (termasuk namun tidak terbatas pada individu atau
otoritas yang berwenang) serta segala biaya, kerugian, denda, kerugian, kewajiban,
dan/atau penalti (termasuk namun tidak terbatas pada biaya hukum) yang mungkin dialami
atau ditanggung oleh Perusahaan, baik secara langsung maupun tidak langsung, akibat
pelanggaran ketentuan, persyaratan, pernyataan, jaminan, dan/atau kewajiban yang
dijelaskan dalam Kebijakan ini oleh Anda sendiri dan/atau oleh siapa pun yang bertindak
atas nama Anda, instruksi, terutama jika Perusahaan diberikan Data Pribadi yang salah,
tidak lengkap, atau tidak akurat, kegagalan memperbarui Perusahaan tentang setiap
perubahan Data Pribadi, dan/atau persetujuan dan otorisasi yang diperlukan tidak
diperoleh atau dipertahankan dari pihak ketiga yang relevan.

Notwithstanding anything contained herein, the liability of the Company (if any) shall be
limited to the fullest extent permitted by the applicable law. In no event shall the Company
be liable for any consequential, incidental, indirect, punitive or special damages, or loss of
profits, loss of anticipated profits, data, business or goodwill, regardless of whether such
liability (if any) is based on breach of contract, tort, strict liability, or otherwise, and even
if the Company has been informed or advised of the possibility thereof.

Terlepas dari apa pun yang tercantum di sini, tanggung jawab Perusahaan (jika ada) akan
dibatasi sejauh yang diizinkan oleh hukum yang berlaku. Dalam hal apa pun, Perusahaan
tidak akan bertanggung jawab atas segala kerugian konsekuensial, insidental, tidak
langsung, hukuman, atau kerugian khusus, atau kehilangan keuntungan, kehilangan
keuntungan yang diharapkan, data, bisnis, atau reputasi, terlepas dari apakah tanggung
jawab tersebut (jika ada) didasarkan pada pelanggaran kontrak, kesalahan, tanggung jawab
mutlak, atau lainnya, bahkan jika Perusahaan telah diinformasikan atau diberi tahu
tentang kemungkinan tersebut.

IT systems handling Personal Data/Sistem Tl yang mengelola Data Pribadi.

PT Asianet Media Teknologi Personel who are planning to develop or implement IT systems
that handle Personal Data must first determine whether a Privacy and Confidentiality Impact
Assessment is necessary. This determination must be made collaboratively by the IT team
and the relevant personnel responsible for system development or implementation. In cases
where the system may present significant risks to personal data, a Data Protection Impact
Assessment (DPIA), in compliance with Applicable Laws, must be conducted with the
involvement of the compliance team. The assessment should cover both technical and legal
aspects to ensure that appropriate safeguards are in place, and that the system adheres to
the necessary security and confidentiality requirements.
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Personil PT Asianet Media Teknologi yang berencana untuk mengembangkan atau
mengimplementasikan sistem IT yang menangani Data Pribadi harus terlebih dahulu
menentukan apakah Penilaian Dampak Privasi dan Kerahasiaan diperlukan. Penentuan ini
harus dilakukan secara kolaboratif antara tim IT dan personel terkait yang bertanggung
jawab atas pengembangan atau implementasi sistem. Dalam hal sistem tersebut dapat
menimbulkan risiko signifikan terhadap data pribadi, Data Protection Impact Assessment
(DPIA), sesuai dengan Hukum yang Berlaku, harus dilakukan dengan melibatkan tim
kepatuhan. Penilaian ini harus mencakup aspek teknis dan hukum untuk memastikan bahwa
langkah-langkah perlindungan yang tepat telah diterapkan, dan bahwa sistem mematuhi
persyaratan keamanan dan kerahasiaan yang diperlukan.

Dispute Resolution and Policy Exceptions/Penyelesaian Sengketa dan Pengecualian
Kebijakan

Any conflicts or disagreements relating to requirements under this policy or other conflicts
or disagreements that relate to data protection matters should be referred to the Technical
Director for resolution.

Setiap perselisihan atau ketidaksepakatan terkait persyaratan dalam kebijakan ini atau
konflik atau ketidaksepakatan lainnya yang berkaitan dengan masalah perlindungan data
harus dirujuk kepada Direktur Teknis untuk penyelesaian.

Any requests for exceptions to this Policy should be referred first to the appropriate Area
Privacy Leader, who will consult with the Global Privacy Leader on the matter. Situations
deemed appropriate for exception by the IT Department Head and the Technical Director
will be referred to the Executive Policy Committee for approval.

Setiap permintaan pengecualian terhadap Kebijakan ini harus terlebih dahulu dirujuk
kepada Pemimpin Privasi Area yang sesuai, yang akan berkonsultasi dengan Pemimpin
Privasi Global mengenai masalah tersebut. Situasi yang dianggap layak untuk pengecualian
oleh Kepala Departemen IT dan Direktur Teknis akan dirujuk kepada Komite Kebijakan
Eksekutif untuk persetujuan.




